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Expanded Contingency Plan

Exams Centre Number: 50420
Exams Centre Name: The Hellenic school of St. Peter and Paul, Bristol
C/o: Fairfield high school 
1. Introduction
This contingency plan is designed to ensure that all aspects of examination administration at Exams Centre Number: 50420 are covered in the event of an emergency, particularly where key personnel such as the head of centre, exams officer, or SENCo are absent at critical stages of the examination cycle. The plan also includes provisions for alternative arrangements in case the exam centre becomes unavailable due to unforeseen circumstances, such as an emergency or cyber-attack. This plan follows the procedures of the school we are C/o: Fairfield high school.
2. Key Personnel and Responsibilities
In the event that the head of centre, exams officer, or SENCo is absent, the following members of the Senior Leadership Team (SLT) will step in to ensure continuity of examination administration:
· Head of Centre: Maria Savva
· Exams Officer: Andri Nicolaou 
· SENCo: we work with each child school to arrange this. 
Each of these individuals will be trained in advance on the full range of examination procedures, regulations, and JCQ guidelines, to ensure they can step into the role immediately and effectively.
3. Alternative Venue in Case of Centre Unavailability
In the event of a natural disaster, fire, flooding, or any other unforeseen emergency that renders Exams Centre Number: 50420 unusable, exams will be relocated to the designated alternative venue:
· We will follow all the procedures of the Fairfield school that we are c/of
This venue will be prepared in advance to host examinations, and candidates will be notified as soon as possible regarding the new location. We will ensure that the alternative venue meets all JCQ requirements for secure examination conditions.
4. Cyber-Attack Contingency Plan
In the event of a cyber-attack affecting the centre’s network, systems, or online examination platforms, the following procedures will be activated:
· Immediate Action:
If a cyber-attack is suspected, the IT department and Senior Leadership Team will take immediate action to isolate the affected systems to prevent further spread. The centre will follow the cyber-incident response plan as outlined by the school C/o: Fairfield high school 

· Notification of Stakeholders:
The head of centre or designated SLT member will immediately inform the relevant awarding bodies (e.g., AQA, JCQ) and the centre’s exams officer, notifying them of the incident and any potential delays or disruptions to the exams.

· Data Backup and Recovery:
Regular backups of all critical examination data, including candidate entries, timetables, and marks, will be maintained. In the event of a cyber-attack, these backups will be used to restore information to avoid data loss. Exams may need to be rescheduled or managed manually depending on the extent of the attack.

· Alternative Communication Methods:
If internal communication systems (email, shared drives, etc.) are compromised, the centre will switch to alternative communication methods, such as direct phone calls and off-site cloud services, to ensure exam-related tasks can continue.

· Paper-Based Systems:
Where necessary, the exams administration will revert to paper-based systems for candidate entry lists, seating plans, and invigilation instructions. Hard copies of essential exam documents will be stored securely in case of system failure.

· Manual Submission of Results:
If access to online portals for exam result submissions is impacted, the centre will follow procedures for manual submission, as directed by the awarding bodies.
5. Roles and Responsibilities During Emergencies
To ensure the smooth administration of exams during any emergency, the following steps will be taken:
· Key Roles:
SLT members will be designated to cover key exam administration tasks, including the preparation of exam rooms, distribution of exam papers, and the secure handling of completed scripts. Each member of the team will have specific roles defined in advance, ensuring no tasks are missed.

· Communication with Awarding Bodies:
The centre will maintain up-to-date contact information for all awarding bodies. In the event of an emergency or cyber-attack, the exams officer or their deputy will contact awarding bodies to seek guidance and report any disruptions.


· Communication with Candidates and Staff:
Information regarding any changes to examination arrangements (e.g., venue change, delays) will be communicated swiftly to candidates, staff, and invigilators through multiple channels, including emails, text messages, and notice boards at the centre.


6. Testing and Reviewing the Contingency Plan
The contingency plan will be tested periodically to ensure that all members of the Senior Leadership Team and other relevant staff are familiar with their responsibilities during an emergency. Regular drills will be conducted to simulate scenarios such as venue evacuation or network outages.
The plan will be reviewed annually to reflect any changes in personnel, exam regulations, or centre procedures.
7. Conclusion
This expanded contingency plan ensures that Exams Centre Number: 50420 c/of: Fairfield high school, is prepared for emergencies that may disrupt examination processes, including cyber-attacks or the unavailability of the centre. Through careful planning, training, and collaboration with the school we are C/o, we are committed to ensuring that examinations are administered smoothly and in full compliance with JCQ and awarding body regulations, even in the face of unexpected challenges.
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